
OUR SERVICES
Our team develops and manages mission-critical national
security systems and networks throughout the world and
provides comprehensive Advisory and Assistance Services
(A&AS) support and Subject Matter Expertise for a vast
array of military programs. We are proud and honored to
provide these services in direct support of the warfighter,
Department of Defense leadership, and the United States.

Information Assurance & Cybersecurity
Program Management Services
Network Modernization
End-User Device Support
Data Center Engineering Services
Telecommunications
Military Health Information Technology
Mobile Applications
Innovation and Process Improvement
IT Warehouse and Logistics Services

JBW INSIGHT
JBW is a Native Hawaiian Organization

(NHO) certified Tribal 8(a) company. Our
leadership boasts a combined 100-plus

years of experience providing support to the
DoD mission. We are familiar with and have
managed and supported DHA projects with

a wide range of technical services.

CREDENTIALS

FEDITC INSIGHT
FEDITC, LLC is a proven systems integrator

and multifaceted solutions provider with in-
depth experience in global and complex

enterprise environments. FEDITC supports
Defense, Federal Agencies, and Commercial
customers by solving their toughest mission-

critical needs.

WORLDWIDE CAPABILITY

CMS Hub
This service
management system
(SMS) standard specifies
requirements to plan,
establish, implement,
operate, monitor,
review, maintain, and
improve an SMS. 

ISO 27001:2013
Registered
This is the best-known
standard in the family
providing requirements
for an information
security management
system (ISMS).

CMMI-DEV Level 3
Appraised
The Capability Maturity
Model Integration
(CMMI) is a globally-
recognized set of best
practices to improve
performance, key
capabilities, and critical
business processes.

ISO 9001:2015
Registered

ISO 9001:2015 sets
out the criteria for a
quality
management
system.

STATEMENT OF
QUALIFICATIONS



The NHO 8(a) direct award process can
accelerate the procurement cycle by as
much as 120 days compared to
traditional procurement methods. This
helps reduce cost, reduce risk of
protests, and enables projects to begin
more quickly for our customers.

N H O  8 ( A )  
P R O G R A M  A D V A N T A G E

NHO 8(a) Sole Source Award guidance in
13CFR124.506(b)(2) and 13CFR124.517(a)
allows JBWFEDITC JV the unique ability
to receive direct awards up to $100M
that cannot be protested because of our
NHO 8(a) status. Using this method
provides our customers the ability to
procure services rapidly,  at fair
negotiated prices, and with fewer
uncertainties compared to the
competitive bidding process across all
requirements.

Executive Airlift Communication Network (EACN)

Our team provides required technologies to upgrade/enhance the End-User Computing
(EUC) environment through the enhancement of the Virtual Desktop Infrastructure
(VDI) and the PACAF Enterprise Virtual Environment across PACAF.

EACN is the communication network and collection of systems used by the President of
the United States (POTUS) and other US senior leadership while aboard any of the
aircraft in the Executive Airlift fleet.

USSOCOM Cybersecurity Support
FEDITC provides subject matter expertise to assist in the planning and implementation
of the Cybersecurity program at USSOCOM, Component Commands, and Theater
Special Operations Commands (TSOCs). We provide management, direction,
administration, quality assurance, and leadership for the execution of this (92) FTE Task
Order.

16th AF Information Systems Security Support Services
(IS3) 

Air Combat Command (ACC) ARCADE

FEDITC provides the Air Combat Command (ACC), ACC/A2 Intelligence Directorate and
Intel System Security Division (ACC/A26) worldwide Information Systems Security
Support Services which includes the cybersecurity services required for Air Force
Intelligence Surveillance Reconnaissance (AF ISR) systems operating in the Air Force
Intelligence Community (AF IC). 

FEDITC provides support to Air Force Combat Command (ACC), 16 Air Force (AF), and the
67 Cyberspace Wing (CW) to organize train and equip Offensive Cyberspace Operations
(OCO) units to provide combat ready forces in support of AF, DoD, and global cyberspace
operations.

DHS Risk Management and Assessment Support Services
(RMASS) 

J B W F E D I T C  J V  P R O V I D E S
O U T S T A N D I N G  S U P P O R T  T O  T H E

F O L L O W I N G  C L I E N T S :

Pacific Air Forces (PACAF) Virtualization 3.0/Enhanced
Virtual Desktop Infrastructure (E-VDI) Projects

FEDITC provides cybersecurity threat and risk analysis for DHS Components and the
DHS Management (MGMT) Directorate. Key functions of the CISOD mission include
providing oversight for accreditation and authorization of DHS information systems;
oversight for DHS cybersecurity risk management; analysis and reporting for DHS
cybersecurity threat and risk management performance


